**CHAPTER IV**

**CONCLUSION AND SUGGESTION**

**IV. 1 Conclusion**

Digital Watermarking is one of technique in Steganography in order to protect and hidden a message inside a picture. To make a watermark on digital images, we should prepare the original image and the watermark image which ready to mix and embed. One of technique to make the watermark security good is to use Arnold transform algorithm. After that Haar Wavelet Transform will be used to mix the watermark and original images.

**IV.2 Suggestion**

1. Choosing digital watermarking to hidden a message can be solution.
2. Choosing a good technique to protect the message should be done with good technique.
3. We should choose the best method to protect message inside the text, picture, and video.
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